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Container und Container Image Security

trivy

Trivy has scanners that look for security issues, and targets where it can find those issues.
Targets (what Trivy can scan):

e Container Image

e Filesystem

¢ Git Repository (remote)
e Virtual Machine Image
e Kubernetes

e AWS

Scanners (what Trivy can find there):

¢ OS packages and software dependencies in use (SBOM)
e Known vulnerabilities (CVESs)

e laC issues and misconfigurations

e Sensitive information and secrets

e Software licenses

kube-bench

kube-bench is a tool that checks whether Kubernetes is deployed securely by running the checks
documented in the CIS Kubernetes Benchmark.

CIS Scanning as part of Trivy and the Trivy Operator

Trivy, the all in one cloud native security scanner, can be deployed as a Kubernetes Operator inside a
cluster. Both, the Trivy CLI, and the Trivy Operator support CIS Kubernetes Benchmark scanning
among several other features.

From:
https://www.cooltux.net/ - TuxNet DokuWiki

Permanent link:

Last update: 2024/04/10 09:44

TuxNet DokuWiki - https://www.cooltux.net/


https://github.com/aquasecurity/trivy
https://github.com/aquasecurity/kube-bench
https://www.cooltux.net/
https://www.cooltux.net/doku.php?id=it-wiki:kubernetes:security&rev=1712742242

	Container und Container Image Security
	trivy
	kube-bench
	CIS Scanning as part of Trivy and the Trivy Operator



